
Safeguarding 
Yourself & Your 
Business
Presented by: Martin Guerrero, Global Policy 
Partnerships and Community Impact Specialist, 
Block Inc.

Scams happen on social media, text 
messages and all  types of apps. 
Keep yourself safe by knowing how to spot 
red flags that could be the start of a scam.



Agenda

1. Identifying online scams

2. Avoiding common scams

3. Learn about common scams

4. Protect yourself

5. Questions



Identifying Online Scams

1. It sounds too good to be true

2. It's an urgent request

3. You’re asked to share personal information

4. It requires an unusual payment



Avoiding Common Scams

1. Don’t open suspicious emails, texts, links, or attachments

2. Confirm who’s contacting you

3. You don’t know who’s contacting you



Learn About Common Scams

1. Romance Scam

2. Charity Scam

3. Gift Card Scam

4. Invoicing Scam

5. Phishing Scam

6. Check for misspellings

7. Don’t respond to 
unexpected, urgent requests

8. Check claims or transactions



Protect Yourself

1. Keep your login code safe

2. Pay attention to account alerts

3. Turn on Security Locks

4. Verify recipient Info

5. Regularly check your account statements



Questions



Thank You

Martin Guerrero, Global Policy Partnership and Community 
Impact Specialist, Block Inc.

Email for presenter: guerrero@block.xyz

Block, Inc. website

mailto:guerrero@block.xyz
https://block.xyz
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